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Zimson Secures Retail p— b Tl CASE STUDY

Operations with COSGrid
MicroZAccess
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The Solution: COSGrid’s MicrO@Access

COSGrid MicroZAccess - Smart Zero Trust
Network Access (ZTNA), an alternative to VPN that
securely authenticates the user and seamlessly

? ZIMSON" connects the device to the Cloud through reliable,

—THE WATCH STORE SINCE 1948——

— high performance and encrypted tunnels

Client Overview

Client Name: Zimson MicroZAccess Key Features

Industry: Luxury Goods & Jewelry Retal * Compliance Enablement & Microsegmentation
Size: 500+ Employees * Zero Trust Network Access

Location: India * Network Visibility and Access Control

. « Ransomware Prevention & Enhanced Device Trust
Use Case: Secure Zero Trust Network Access for Retall

Client Background Implementation Highlights
Zimson Is a legacy watch retaller established in 1948, housing over
50 international and national brands across 40+ retail stores in /
South India. Operating primarily in Chennai, Coimbatore, and ——
Bangalore, Zimson has built a trusted brand reputation in the
premium timepiece market over seven decades of retail Delivered within | Reduced the Opex by
excellence. weeks 20%
Problems Faced {@}—
o Unrestricted Cloud Application Access Control %
O RaﬂSOmWEll”e \/U|ﬂel”abl|lt>/ ACFOSS SJ[OI"e NGTWOI”I(S Increased Security to Seamless Compliance
> Zero Network Visibility and Monitoring prevent ransomware with Data privacy laws

o Unsecured Remote Access to Azure ERP
o Lack of Centralized Security Policy Management

{1 In the retail world, securing our data and systems is paramount, MicroZAccess- Modern Security for
Modern Retail: The fact that it’s designed for things like SD-WAN and SASE gives us hope that it's future-
proof, at least for the foreseeable future. For retail store owners looking to step up their cyber security
game, MicroZAccess is worth checking out. While it might have a bit of a learning curve for some, the
peace of mind it offers is priceless. Would recommend!
Mr. Chandru (IT Consultant) 99
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Application Architecture
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POLICY
ENFORCEMENT

Micro Z Access

HOW ?

ALLOW /
NOT

Third Party Integration
Okra, Azure AD, Github,
Microse ft, G suite |

Deployment Time: 5 Only 2 IT Admins Go Live In 2 Weeks Centralized
hours Involved Management

Results Achieved

99.9% service uptime ensured for

_ / workstations and servers

- .) —_—  100% authorized access compliance
achieved for data confidentiality

g
@)—) Secure and easy store Wi-FI management

\ E Rapid deployment of reliable store

connectivity via SD-WAN
ABOUT COSGRID

COSGrid Networks is a leading networking and cybersecurity products company that delivers secure access and
protection to users data, applications, and workloads across clouds, remote sites and users anywhere. One of the few
unified SASE companies globally that enables ‘Cyber-resilience Simplified’ for organizations with advanced threat

detection, zero trust architecture, and patented adaptive SD-WAN-based steering to deliver seamless connectivity across
WAN links, including 4G/5G.

COSGrid Networks: Cyber Resiliency Simplified with Smart SASE NetsecOps
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